SOCIAL MEDIA IDENTITY MONITORING SUITE
Protecting You and Your Family from Social Threats, Safeguarding Social Reputations

SUITE OF SOCIAL MEDIA IDENTITY MONITORING TOOLS FOR MEMBERS

With cyber criminals regularly battling it out in the Dark Web, buying and selling Personally Identifiable Information (PII) is happening right now. A major access point for these hackers is social networks. These hackers can gain access to a treasure trove of personal information that can be used to steal your identity and even fool your friends and family with scams to clean out bank and investment accounts. Today's employers often use social media to screen candidates and reprimand or fire employees based on what can be viewed as inappropriate activity. With so much of our world displayed on social media sites, a social hack is an attack on everything you've built.

That's why you need IdentityForce's Social Media Identity Monitoring. With our exclusive suite, we monitor your Facebook, Twitter, YouTube, Google+, and Instagram accounts for inappropriate activity and posts that could be perceived as violent, using profanity or could be categorized as cyberbullying or discriminatory. We'll also alert you of any social posts that may be flagged as spam, scams, and malware. As a final layer of protection, we'll notify you of any suspicious activity that could indicate your account was hacked or that someone is impersonating you.

Protect yourself, your children, your elderly family members — essentially all those you care about and care for — with IdentityForce.

5 KEY BENEFITS
• Safeguards against cyber criminals who want to steal your identity
• Rapidly notifies you of potential hacked accounts
• Protects from activity that could damage your reputation
• Proactively alerts you to potential cyberbullying
• Blocks unsafe materials

GO MOBILE
Social Media Identity Monitoring is available to members as part of their IdentityForce subscription. The social media suite also includes anywhere, anytime access to review alerts through IdentityForce Mobile, an award-winning complimentary mobile app available for iOS and Android devices.

QUICK FACTS
• Developed and influenced by real IdentityForce member feedback
• Includes intelligent alerting when social media threats are detected
• Protects all family members, including children of any age
• Covers 4 major social media identity theft triggers: suspicious activity, hacked accounts, imposter accounts, and scams
• No additional fee for members to access; included in both desktop and mobile IdentityForce accounts
Whether you are interested in monitoring your own social accounts, or those of your children or others within your family, IdentityForce’s Social Media Identity Monitoring Suite includes key features required to take control of your digital identity:

**Inappropriate Activity** | Profanity, drugs, violence, discrimination, or sexually explicit language

**Hacked Account** | Account hackings, an unexpected locked account, risky setting changes, etc.

**Impersonation or Imposter Accounts** | Monitors for accounts that appear to be impersonating member’s identity

**Scams** | Spam, malware, or phishing scams posted to member’s social media accounts
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**How We Protect Your Identity: Anywhere, Anytime**

IdentityForce delivers ongoing monitoring, rapid alerts, and recovery services to help protect against identity theft. We combined advanced detection technology, real-time alerts, 24/7 U.S.-based support, and identity recovery with nearly 40 years of experience to get the job done.

---

**MONITOR**

Continuous monitoring of your identity, privacy, and credit by using innovative and proactive identity theft protection technology. We’ll detect illegal selling of your personal, financial, and credit information, providing robust monitoring required in today’s connected world.

**ALERT**

IdentityForce provides an early warning system rapidly notifying you when your personal information is at risk. Our alerts are sent to your smart phone, tablet, or desktop computer, so you have the power to act before damage is done.

**CONTROL**

When you want total identity control, count on IdentityForce. Understand your credit score, and where or how your online information is being used. Protect your keystrokes, PIN numbers, and credit card information.

**RECOVER**

Certified Protection Experts offer comprehensive, 24/7 recovery services. We’ll complete paperwork, make calls, and handle every detail to restore your identity. And, you’re covered by our nationwide $1 million identity theft insurance policy.
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**GET STARTED TODAY**

If you are a current IdentityForce member, you can log in today to activate Social Media Identity Monitoring. If you’d like to learn more about our plans, please visit [Products & Pricing](#).
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**ABOUT SONTIQ**

Sontiq, headquartered in Nottingham, MD, is a high-tech security and identity protection company arming businesses and consumers with award-winning products built to protect what matters most. Sontiq’s brands, EZShield and IdentityForce, provide a full range of identity monitoring, restoration, and response products and services that empower customers to be less vulnerable to the financial and emotional consequences of identity theft and cybercrimes. Learn more at [www.sontiq.com](http://www.sontiq.com) or engage with us on Twitter, Facebook, LinkedIn, or YouTube.
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